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Akash 是一个云计算资源市场，旨在减少浪费，从而降低消费者成本，增加供应商收入。本文介绍了 Akash 网络的经济设定，并介绍了Akash 通证 (AKT)。我们描述了一种用于推动采用并确保 Akash 生态系统的经济安全的经济激励结构。我们建议用通货膨胀机制来实现经济目标。我们提供挖矿奖励和通货膨胀率的计算。我们还展示了允许使用多种费用代币的机制。
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# 介绍

云基础设施是一个价值 324 亿美元的产业[[2]](#endnote-1)，预计到 2022 将达到 2100 亿美元[[3]](#endnote-2)。

到 2021年，94% 的互联网应用和计算实例将由云服务提供商（CSP）处理，只有 6%由传统数据中心处理[[4]](#endnote-3)。这种增长的主要动力是传统数据中心中 IT 资源的低利用率，一年平均下来，只提供了不超过他们最大计算力 6% 的服务[[5]](#endnote-4)，高达 30% 的服务器处于睡眠状态[[6]](#endnote-5)——消耗电力但没有提供有用的信息服务。

全球拥有 840 万个数据中心，估计 96% 的服务器没有被充分利用，并且全球对云计算的需求加速增长，三大云服务提供商——亚马逊网络服务 (AWS)、谷歌云和微软Azure——占据了云计算市场 71% 的份额，这一数字还将继续上升。这些供应商是复杂的、不灵活的、限制性强的，并且由于供应商锁定协议而带来高昂的经常性费用。[[7]](#endnote-6)云使用量的增加使得云成本优化连续三年成为云服务用户的首要关注点。[[8]](#endnote-7)

在现有大型运营商之外，机构或公司在云计算方面没有多少其他选择。Akash 的目标是通过重新利用在当前市场上浪费掉的资源来提高互联网云托管市场的效率。

利用一条区块链，Akash 把去中心化和透明度概念引入这个目前被垄断的行业中。这样的结果是，云计算在自由竞争市场的推动下成为一种商品，可以在世界任何地方使用，成本只有当前价格的一小部分。

Akash 是世界上第一个也是唯一 一个无服务器的超级云，它使任何拥有计算机的人都可以在一个安全无摩擦的市场上提供他们未使用的计算周期，从而成为云提供商。

本文提出了一种利用 Akash 网络的原生货币 AKT 在去中心化计算生态系统实现经济主权的经济系统。还提出了一种通货膨胀设计，用于减轻早期市场经济所面临的固有挑战——租户（计算的消费者）需求不足，即由于供应不足而对需求产生负面影响。在解决通证波动问题时，即采用去中心化生态系统的一个主要挑战，我们提出了一个稳定交换媒介的机制。

**注意：**本白皮书展示的是一项正在进行中的工作。我们将努力使该文件跟上最新的开发进展。由于 Akash 开发过程的持续和迭代特性，结果代码和算法实现可能与本文所描述的不同。

我们邀请感兴趣的读者在 <https://github.com/ovrclk> 上阅读 Akash GitHub 代码库，随着时间的推移，我们继续开源系统的各种组件。

## 定义

**Akash 通证** **（AKT）：AKT** 是 Akash 网络的原生通证。AKT 的核心功能是充当一个 质押机制，以保护网络并为市场拍卖规范计算价格。质押给验证人的 AKT 的数量决定了验证人可能提出一个新区块的频率和它的投票权重。作为绑定（质押）于验证人的回报，AKT 持有者将有资格获得区块奖励（以AKT支付）以及一定比例的交易费用和服务费（以任何白名单通证支付）。

**验证人**：验证人通过验证和传递交易，提出议案，验证和完成区块来保护 Akash 网络。验证人的数量将是有限的，起初是 64 个，确保维持高标准的自动签名基础结构。验证人以 AKT 形式向*委托人*收取佣金。

**委托人：**委托人是 AKT 的持有者，使用部分或全部拥有的通证来保护 Akash 链。作为回报，委托人可获得交易费的一部分以及区块奖励。

**供应商：**供应商在 Akash 网络上提供计算周期（通常是未使用的部分），并赚取费用。供应商必须持有 AKT 作为抵押品，与每小时的收入成正比；因此，每一个供应商同时是一个委托人和/或验证人。

**租户：**租户租用由供应商提供的计算周期，逆向拍卖过程来决定市场价格（如下一节所述）。

# 网络概述

Akash 网络是一个安全、透明和去中心化的云计算市场，将那些需要计算资源（客户）的用户与那些具有出租计算能力（供应商）的用户联系起来。Akash 充当*超级云*平台，在市场上所有供应商之上提供一个统一层，为客户提供一个单一的云平台，客户不用管他们使用的是具体哪个供应商。

租户使用 Akash 是因为它的成本优势，可用性，在云供应商之间变换的灵活性，以及全球部署的性能优势。供应商使用 Akash 是因为他们可以从专用或暂时未使用的计算力中赚取利润。

计算单元*（CPU、内存、磁盘*）作为容器在 Akash 上出租。每一个容器[[9]](#endnote-8)是一个标准软件单元，它将代码及其所有依赖项打包，因此应用程序可以在不同的计算环境之间快速可靠地运行。容器的形象是一个轻量级的、独立的、可执行的软件包，包含运行应用程序所需的一切：代码、运行时间、系统工具、系统库和设置。

任何一台物理机器（即计算机或服务器）都可以使用一种称为虚拟化的过程将计算机的资源分割成容器。Docker 是一家提供被广泛采用的容器虚拟化技术的公司，通常将包含称为“Docker镜像”。物理计算机和容器之间的关系如图 1 所示。

所有市场交易都在 Akash 区块链上进行。要租用容器，*租户*（开发人员）通过指定单元类型和每种类型单元的数量来请求部署。要指定单位类型，租户指定要匹配的属性，例如区域（如美国）或隐私功能（如英特尔 SGX）。租户还要明确他们愿意为每种单元类型支付的最高价格。

*订单*在订单簿中创建（在一个验证人接受后）。

与订单的所有要求相匹配的供应商，进行*竞价*。提出最低金额的供应商获胜（和匹配要求），随后租户和供应商之间创建*租约*。对于每一次成功的租赁，租赁金额（*收益费用*）的一部分支付给质押人，在第四节第一点中描述。



图 1：容器化应用程序与物理服务器关系的简单说明

## 基于权益证明的共识

Akash 采用由*权益证明*共识模型保护的区块链，作为对抗女巫攻击的机制，用于确定在共识协议中的参与度，并运用拜占庭容错共识的 Tendermint[[10]](#endnote-9) 算法。Tendermint 的出现是为了解决工作证明机制中的速度、可扩展性、环境问题，它带有以下特性：

1. 验证人以加权循环方式轮流生成区块，这意味着算法能够在每个区块上无缝改变领导者。
2. 严格的拜占庭式故障责任允许惩罚行为不当的验证人，并为网络提供经济安全。

任何拥有 Akash 通证的人都可以绑定（或委托）他们的代币，并成为一个验证人，使得验证人集体是开源且无许可的。有限的 Akash 通证资源充当女巫攻击预防机制。

投票权由验证人绑定的通证量（而不是声誉或真实身份）决定。没有一个参与者可通过创建多个节点来增加投票权，因为表决权与其绑定的通证量成正比。验证人需要提交一个“保证金”，这些保证金可以在一个称为“大幅削减”的过程中由协议决定夺取并销毁。

这些保证金被锁定在绑定账户中，只有在“解绑期”后如果通证持有人希望绑的情况下才释放。大幅削减允许惩罚那些造成拜占庭式错误，损害系统的良好运转的责任人。

大幅削减的条件和想管的拜占庭故障及处罚超出了本文的范围。（相关信息可查询Akash 网络技术白皮书）。

### 验证人数量的限制

Akash 的区块链基于 Tendermint 共识，随着验证人数量的增加而使得沟通变得复杂，共识机制运转速度降低。幸运的是，我们可以支持足够多的验证人，可形成一个带有快速交易确认时间的健康的全球分布式区块链，并且，随着带宽、存期和并行计算容量的增加，未来我们将能够支持更多的验证人。

在创世日， 验证人 *Vi* 的数量设为 *Vi*(0) = *Vi,*0 = 64，验证人的数量在t*年*时将是：

*Vn(t) = 1log2(2t) · Vi,0l (1)*

因此，在10*年后*，将有*Vn*（10）= 277 验证人，如图 2 所示。

图 2：验证人数量随时间推移的变化

# AKT： AKASH 网络通证

AKT 的主要功能是质押（为网络提供安全）、租赁结算，以及作为市场支持的所有货币的定价计量单位。尽管 AKT 可用于市场交易的结算，但租约可以使用后文所述的其他多种通证进行结算。但是，交易费用和区块奖励以 AKT 计价。质押人所获得的收入与质押的通证量及时长成正比。也就是说，AKT 执行三个主要功能：决定、奖励和储备。

## 决定

Akash 依赖于一条验证人给议案投票的区块链。每个提案都由提出者的投票权来衡量，即他们所质押的通证和绑定给他们的通证总量（质押人可以委托投票权给验证人）。

## 奖励

AKT 用户通过质押通证补贴操作和资本支出。质押人得到的奖励与质押的数量、锁定时间的长度、以及在系统中所有质押的代币总量成正比。锁定时间从一个月到一年不等。在一个能在熊市中自我调整，优化较低价格压力的通货膨胀系统中，锁定时长的灵活性鼓励质押者进行短期质押（熊市）。

## 储备

Akash 的费用可以使用多种货币和 AKT 结算。然而，市场订单系统使用 Akash 通证（AKT）作为生态系统的储备货币。AKT 提供了一种新颖的结算方式，可以锁定 AKT 和指定结算货币之间的汇率。这样一来，供应商和租户就可以免受由于 AKT 流动性低来带的的价格波动的影响。我们还提出了第四节第 4 点中所述的“使用共识加权中值的交易排序”机制，以在不需要预言机的情况下确定汇率。

# 结算和费用

本节介绍 Akash 网络用户支付的各种费用。

## 收益费

每一个完成的租约，租金的一部分（收益费）将放入租金收益池中。收益池的资金随后根据质押权重（纸样的数量和锁定的时间，将在下面的章节中详细描述）分配给质押人。兑换率取决于用于结算的货币。创世时，在使用 AKT 的情况下，建议收益率（TokenTakeRate）是 10%，在使用其他货币的情况下，建议收益率（TakeRate）是20%。TokenTakeRate 和 TakeRate 由社区治理共识决定。

## 汇率锁定的结算

虽然租赁费以 AKT 计价，但可以使用任何白名单上的通证进行结算。用户可以选择锁定 AKT 和结算货币之间的汇率。这保护供应商和租户免受由于 AKT 流动性低来带的的价格波动的影响。

例如，假设租金设为 10 AKT，并锁定 1 AKT = 0.2 BTC 的汇率*。*如果 AKT 的价格翻倍，即 1 AKT = 0.4 BTC，那么租户需要支付 5 AKT*。* 相反，如果 BTC 的价格翻倍，而 AKT 的价格不变，即 1 AKT = 0.1 BTC，则租户需要支付 20 AKT。

## 使用多种通证产生的费用

为了避免网络滥用问题（例如 DOS 攻击），Akash 上的所有交易和租赁都要付费。每笔交易都有特定的关联费用，称为 GasLimit，用于处理交易，但不会超过 BlockGasLimit 的限额。

GasLimit 是进行交易所需的油费，从发起交易人的账户余额中扣除。

其他平台，如以太坊[[11]](#endnote-10)、比特币[[12]](#endnote-11)、Neo[[13]](#endnote-12)，交易产生的费用需要用其原生通证支付，Akash 与他们不同的地方在于可以接受不同种类的通证来支付费用。每一个验证人和供应商可以选择他们接受的一种或多种货币作为费用的支付。

产生的交易费用，减去进入储备池的工作税，剩下的部分根据质押量分配给验证人和委托人（数量和时间长度）。

## 使用共识加权中值的交易排序

在使用多种通证的情况下，为了给交易排序，验证人需要一个机制用于确定交易费的相对价值。比如，假设有一个预言机告诉我们 BTC 的相对值是 200 AKT，ETH 的相对值是 0.4 AKT。假如我们有两笔油费相同的交易，交易费用分别为 10 BTC 和6000 ETH。第一笔交易的费用相当于 2000 (10x200) AKT，第二笔交易的费用相当于 2400 (6000x0.4) AKT。第二个交易将具有更高的优先级。

为了在没有预言机的情况下获得这些相对价值，我们通过本地化验证人配置使用共识加权中值的机制[[14]](#endnote-13)。

在这个方法中，每个验证人在配置文件中维护一个通证相对值的本地视图，该配置文件定期更新，这个相对值是用加权平均数实现的，意思是他们要给链上每一个通证的价值投票，作为一个交易。

比方说，有五个验证人，{A, B, C, D, E}，投票权分别为 {0.3, 0.3, 0.1, 0.1, 0.2}。他们给每个通证投票，代表他们各自对通证价值的评估：

A : AKT = 1, BTC = 0.2

B : AKT = 2, BTC = 0.4

C : AKT = 12, BTC = 2

D : AKT = 4, BTC = 1

E : AKT = 1.5, BTC = 0.5

这些值与投票的验证人一起存储在区块链上的有序列表中。

AKT : [1**A***,* 1*.*5**E***,* 2**B***,* 4**D***,* 12**C**]

BTC : [0*.*2**A***,* 0*.*4**B***,* 0*.*5**E***,* 1**D***,* 2**C**]

提案人按照每个白名单代币投票数的加权平均值（按质押量）来确定每个通证的共识相对值 ，其中  *w*¯(*xn*) = *WeightedMean*(*xn*) :

AKT : *w*¯([1*,* 0*.*3]*,* [1*.*5*,* 0*.*2]*,* [2*,* 0*.*3]*,* [4*,* 0*.*1]*,* [12*,* 0*.*1])

BTC : *w*¯([0*.*2*,* 0*.*3]*,* [0*.*4*,* 0*.*2]*,* [0*.*5*,* 0*.*2]*,* [1*,* 0*.*1]*,* [2*,* 0*.*2])

这就得出了每个通证的相对值：AKT = 2.8，BTC = 0.58

# 通证经济与激励

供应商通过将计算周期出售给租赁计算服务的付费租户来赚取收入。然而，在网络建立的早期，由于租户（计算消费者）数量缺乏，供应商很可能无法赚取足够的收入，这反过来又因供应不足而损害需求。

为了解决这个问题，我们将通过区块奖励达到通货膨胀的方式来激励供应商，直到达到一个健康的阈值。

在本节中，我们描述了采矿的经济模型和 Akash 的通货膨胀模型。理想的通胀模型应具有以下几个特性：

* 早期供应商提供的服务成本比外部市场明显低，从而加快服务被采用的速度。
* 供应商可以赚取的收入与他们质押的通证量成正比。
* 质押人的区块奖励与他们质押的数量、解锁时间、全网质押总量成比例。
* 可鼓励质押人质押更长的时间。
* 短期的质押人（如熊市参与者）也会被激励，但他们获得较小的回报。
* 在获得最大化回报的激励下，质押人会质押他们的收入。

## 动机

Akash 网络的目标是通过为租户提供巨大的成本节约，及无服务器基础设施的高效率作为提供给租户和供应商的附加值，来做早期的推广。这些条件是非常引人注目的，特别是对于数据和计算密集型应用程序，如机器学习来说，十分有吸引力。

## 质押和绑定：挖矿协议

一个供应商承诺提供服务的最少时间是 *T*，且计划在每一个服务时间段内 *Tcomp* = 1 天收取服务费 *r*。供应商质押 Akash 通证 *s* 并明确解锁时间为 *t*1，最小解锁时间 *t*1 *– t* 不可小于 *Tmin* =30 天。此外，他们通过在 BindValidator 交易中绑定通证并委托（投票权）给验证人 *v*。

质押人是委托人和/或接受委托人委托的验证人。每一个供应商都是质押人，但不是每个质押人都是供应商；有的质押人就纯粹是委托人，不提供任何服务，也有的质押人只是验证人，不提供除了验证之外的其他服务。

任何时间点上，一个质押人可以：分解他们的通证成多个部分；通过添加更多的 AKT 增加他们的质押量 *l*；当 *T > Tmin* 时，延长解锁时间 *T*。

质押人选择分解通证成多个部分，是因为他们的回报取决于锁定时间 *L*，对此后文有详细说明。

## 一般通货膨胀属性

### 起始通货膨胀

假设 Akash 与 NuCypher[[15]](#endnote-14) 及 DASH[[16]](#endnote-15) 锁定的通证数量一样：*λ* = 60%，那么 1 *−* 40% 的 AKT 将会在流通中。调整后的通胀率 *I* 将是：



考虑到 ZCash[[17]](#endnote-16) 的 *I*∗ = 350% （牛市转折点），使得 *I* = 140% APR，将初始通胀率设置为 *I*0 = 100% APR 是合理的，即每天 1*/*365。

### 通货膨胀衰退

假设所有矿工都获得最高补偿率。我们定义通货膨胀衰退系数（通胀率减半的时间）为 *T*1*/*2 = 2 *年。*通胀取决于创世区块后的时间 *t*，那么结果就是：



在这个例子中，代币供应对时间 *t* 的依赖性是：



如果我们定义 *I*0 是相对通胀率，那么 *I*0 = *i*0*M*0 。如果是 100% APR，*i*0 = 1 且 *I*0 = *M*0 ，我们得到将会产生的通证最大额（如图3所示）：



图3：随着时间推移通证供应和锁定的通证量变化，假设起始通胀率为 100% APR，通胀率每 2 年减半。

### 质押时间和通证创建

我们将给予承诺至少质押 *T*1 = 1 *年* (365 天) 的质押人全部奖励 (*γ* = 1)。那些质押 *T*min = 1 *月* 的将得到差不多一半的奖励 (*γ ≈* 0*.*54)。总的来说：



解锁时间 *Ti* 意味着可以解锁通证剩余的时间 *Ti* = *t*1 *− t*，*t*1 是通证可以解锁的时间，*t* 是现在的时间。起始 *Ti* 不能小于 *Tmin* = 1 *月*，但最终会变得比它小，因为随着时间推移，*t* 会逐渐接近 *t*1。

时间更短的质押（奖励会更少）会导致一个低的通证日发行量。考虑到矿工在熊市中将更有可能进行短期质押，可以预见到在熊市中通证日发行量会降低，这个结果会刺激价格上涨。因此，我们可以预计这个机制将会维持价格的稳定。

发行量减半的时间 *T*1∗*/*2 = *T*1*/*2*/γ*∗, *γ*∗ 是平均质押参数，并在 *γ <* 1 时延长。如果全部质押人有 *γ*∗ = *γ* = 0*.*5 的情况下，*T*1*/*2 将延长至 4 年而不是 2 年。

在 *γ*∗ ≠ 1 时，一段时间内的总供应量（等式 4）：



## 委托池分布

通胀与尚未开采的通证数量成比例时，这个指数也是微分方程的解：



*M* (*t*) 是现有通证供应量，*M* (0) = *M*0 ，*dt* 等于挖矿时间（1 天）。每个验证人都可以使用上一个周期的供应 *M*，轻松地计算它的 *dM*。*t* 时间内验证人池挖矿通证量 *p* 可根据公式计算：



*sv* 是绑定在验证人委托池 *v* 的通证数量，*S* 是锁定通证的总数，每个验证人可以增加他们的份额 *δmv,t*，而不用计算总和除以 *v。*

委托绑定池的分布系数是：



*γv* 是资金池总的质押补偿系数，*Sv* 是绑定到池的通证总数。

## 挖矿策略和预计的回报

本节中，我们探讨三种可能性：质押人清算所有回报并延长锁定时间（清算挖矿获得的回报），质押人把所有回报加入现有的质押中，及矿工等待 *T*  时间后他们的质押通证解锁。每个情况都可能导致不同的 *γ* 分布。假设 *γ* = 1 和 *γ* = 0*.*5 是 *γ* 的两个极端值。锁定的通证量如 DASH 一样为 *λ* = 60%。

### 清算所有挖矿回报

在这个情景中，所有池中的质押人在每个 *Tcomp* 时间段内都会清算他们的全部收入。全网质押的通证总量可以表述为 *S* = *λM。*假设所有委托人有相同数量的质押通证绑定在池中。质押的总量保持不变，且等于 *mi = s*, 使得 *mv* = *sv* 和 *γ* = $\overbar{γv}$，其中$\overbar{γv} $是池中的平均质押参数。那么池的挖矿率是（即池的累积奖励）：



当我们代入等式 8 中的 *M(t)* 并随时间积分时，我们会得到池的总补偿：



如果 ∆*rv*(*t*) = *rv*(*t*) *– C*，*C* 是验证人的佣金，那么每个质押人的回报是：



如果 *γ* = 1（质押 1 年时间）且 *λ* = 60%（60% 的 AKT 质押中），当 *C* = 0*.*1 *· r*(*t*) 时，质押人的 AKT 回报将从每天 0*.*45% 起，或在第一年的质押中得到 101.6% 回报。

我们应该认识到如果其他矿工质押少于一年（*γ*∗ *<* 1），通胀衰退率变慢，那么同一时间内回报会更多。

图 4：锁定时间为 1 年和 1 个月所得回报的区别

### 重新投注采矿补偿

除了清算采矿补偿，还可以将所得重新质押到池中，以增加委托人的质押总量。在这种情况下，实际质押量 *s* 随着时间的推移不断增加：



当代入等式 [8](#_bookmark7) 的 *S*(*t*) 并对 *s* 求解微分方程*，*我们得到：



假设验证人的佣金率是 1%，如果 *γ* = 1（质押 1 年时间）且 *λ* = 60%（60% 的 AKT 质押中），委托回报率将从每天 0.45% 起，或在第一年质押中得到 *s*(1) *− s*(0) = 176*.*5% 的回报率。

### 采矿补偿和渐停

当节点渐渐停止时，质押人并没有延长质押结束 *t1* 的时间，补偿会随着解锁时间的逐渐减小而减小，*γ* 会逐渐接近 0.5。这是默认设置，为了避免这种情况，质押人应该将 *t1* 设置得足够大，或者定期增加 *t1*。

### 常见问题

**到底会有多少通证存在？**我们将从 1 亿个通证开始，所生成的通证最大数量将是3.89 亿个，如图3所示。

通胀率是多少？通胀率取决于系统中有多少短期矿工和长期矿工。鉴于此，起始通胀率会介于 50% APR（所有矿工都是短期）和 100% APR（所有矿工都是长期）之间。通胀会每天指数减少，在 2 年（如果所有矿工都是长期）和 4 年（如果所有矿工都是短期）之间某个时间点减半，如图 5 所示。

图 5：通证长短期锁定承诺情况下的年通胀率



# 相关工作

大多数*权益证明*网络，如以太坊 2.0[[18]](#endnote-17)，Tezos[[19]](#endnote-18)，Cardano[[20]](#endnote-19)，都使用单通证模型。但是，也有的网络正在试验新的模型。本节中，我们将会对一些系统进行评估和探索他们与 Akash 通证模型的不同。

## Cosmos Hub

Akash 和 Cosmos Hub 使用 Tendermint9 共识算法，并共享一套互操作性和用户体验的核心价值。与 Cosmos 的 Atom13 类似，AKT 的主要用途是为网络提供经济安全。Akash 的模型在不同方面提升了 Cosmos 的模型。首先，AKT 提供了一种标准化计算价格的机制。其次，Akash引入了一种机制，将汇率锁定在可选择的储备货币上，以减轻 AKT 在长时间出租计算时的市场波动风险。最后，Akash 的区块奖励与质押的数量和时间成正比，不像 Cosmos 的模式，在固定时间内，奖励分配是均匀的。Cosmos 采用一个 21 天的“解绑”模型，即锁定，但没有激励以延长承诺时间。而在 Akash 的质押人可以选择承诺一个月到一年不等，并会分别收到约 54% 或 100% 的回报。

## NEO

根据 NEO 的白皮书12：

NEO 网络有两个通证，NEO 代表管理 NEO 区块链的权利，而 GAS 代表使用 NEO 区块链的权利。

表面上，NEO 的主要功能是质押通证，GAS 是费用代币。但是，深入观察发现，NEO 的模型与 Akash 十分不同。

首先，NEO 用于决定每个 NEO 账户在不质押通证的情况下可以投多少票。每个账户可以根据自己的意愿为多个验证人候选人投票，并且他们投票的每个验证人候选人将收到与投票者帐户中 NEO 数量相等的选票。

至于费用，NEO 的链只支持一种费用代币，不像 Akash 的多种通证模型。再说，不像 Akash，NEO 不对 GAS 代币提供波动性保护。

## EOS

EOS 的*委托权益证明共识[[21]](#endnote-20)*与 Akash 的模型有相似之处。在 EOS 中，每个通证持有人可以质押通证以投票产生区块生产者，作为回报，他们收到资源单位，如 CPU，RAM，和 NET，这些可以用在链上交易上。但是，和 NEO 一样的地方在，质押的通证 EOS 不是由区块生产者质押的，并且违规行为不会受到大幅削减惩罚。

在 EOS 中，质押意味着质押人把通证锁定一段时间，但不一定对网络的功能产生贡献。质押人赚得可在网络上购买计算资源的 CPU，RAM，和 NET。这些资源是不可交换的。CPU 和 NET 只可以由收取人使用，而 RAM 只能在 Bancor 形式的市场中与其他用户交易[[22]](#endnote-21)。

EOS 在这些资源使用后会销毁，而不是授予区块生产者。验证人的回报模型还不清晰，考虑到交易费用不是首要的回报机制。EOS 看起来像是单通证网络，尽管可能有细微差别和其他步骤。

# 总结

本文解释了 Akash 的网络和挖矿经济学，展示了不同通证在质押和收费的激励和使用机制。Akash 通证 （AKT）是网络的质押代币和储备货币，同时网络中可用多种通证来结算。
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